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*) There will be multiple NIS2 designated Dutch sectoral CSIRTs
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Actively and effectively contribute to cyber resilience of
(inter)national entities through “Digital First, Human led,
Entity Centric, Tech Enabled, CTI Driven” CSIRT services:

* Analysis (CTI, situational awareness, etc.)
* Monitoring (including detection)
* Threat, incident and vulnerability notification

* Incident response and coordination, operational
coordination

* Collaboration and cooperation
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Proactive role in collaboration

Co-creation and sharing of Data, Information, Knowledge
and Expertise

Leading by example (expertise & best practices)
Manage, operate and share resources

Measurable impact & results
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Sectoral CSIRTs in action
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