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Priorities for 2023 o
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Production Storage Distribution
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Introduction new operators %" Thematic Risk m Thematic black start inspections
of essential services Management inspections Centred around multi-year Business Continuity
Introduction and initial assessment At a risk-based selection of theme. Management at risk-based selection
of the fulfilment of the duty of care. energy producers. in the energy sector.
Implementation of EU @ Account management meetings with Thematic IACS monitoring
legislation and regulations the operators of essential services Thematic monitoring on
Reviewed NIS directive, Critical Entities Resilience (CER) NIS2 and (where relevant) Netcode are Industrial Automation and
directive and the EU Network Code on Cybersecurity (Netcode) important topics on the agenda. Control Systems.
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Sectors under ADI supervision

Vertrouwelijk
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Successes & Lessons Learned

> System supervision based on open
standard

— Risk-based and information-driven

— Tailor-made interventions where necessary

> Just culture and continuous improvement

> Scalability is a challenge

> Intensify international cooperation
between competent authorities
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For a safely connected Netherlands

www.rdi.nl

info@rdi.nl

'1 www.twitter.com/wijzijnRDI
www.linkedin.com/company/wijzijnRDI
www.instagram.com/wijzijnRDI
www.youtube.com/@wijzijnRDI
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